
HOW TO OPEN THIS ARTIFACT  

• Please scroll through to next page to view the artifact downloaded. To access any supporting 
attachments, click the paperclip icon in the left of this document and double click the file 
you would like to open.  

o If you do not see a paperclip icon, right click and select “Show Navigation Pane Buttons”. 

o Use latest version of Adobe Acrobat Reader (Windows | Mac | Additional guidance) 

 
TERMS AND CONDITIONS 

You hereby agree that you will not distribute, display, or otherwise make this document available to an 
individual or entity, unless expressly permitted herein. This document is AWS Confidential Information 
(as defined in the AWS Customer Agreement), and you may not remove these terms and conditions 
from this document, nor take excerpts of this document, without Amazon’s express written consent. 
You may not use this document for purposes competitive with Amazon. You may distribute this 
document, in its complete form, upon the commercially reasonable request by (1) an end user of your 
service, to the extent that your service functions on relevant AWS offerings provided that such 
distribution is accompanied by documentation that details the function of AWS offerings in your service, 
provided that you have entered into a confidentiality agreement with the end user that includes terms 
not less restrictive than those provided herein and have named Amazon as an intended beneficiary, or 
(2) a regulator, so long as you request confidential treatment of this document (each (1) and (2) is 
deemed a “Permitted Recipient”). You must keep comprehensive records of all Permitted Recipient 
requests, and make such records available to Amazon and its auditors, upon request. 

You further (i) acknowledge and agree that you do not acquire any rights against Amazon’s Service 
Auditors in connection with your receipt or use of this document, and (ii) release Amazon’s Service 
Auditor from any and all claims or causes of action that you have now or in the future against Amazon’s 
Service Auditor arising from this document. The foregoing sentence is meant for the benefit of Amazon’s 
Service Auditors, who are entitled to enforce it. “Service Auditor” means the party that created this 
document for Amazon or assisted Amazon with creating this document. 
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June 1, 2021 
 
 

Amazon Web Services 
410 Terry Avenue North 
Seattle, WA 98109 

 
To whom it may concern, 

 

Please see below for information related to the continued operations of AWS SOC 1 and SOC 2 controls. 
 

Amazon Web Services (AWS) publishes a Service Organization Controls 1 (SOC 1), Type 2 report, with the 
last report published covering the period of October 1, 2020 to March 31, 2021. The examination for this 
report was conducted in accordance with attestation standards established by the American Institute of 
Certified Public Accountants (AICPA). The examination was also performed in accordance with 
International Standard on Assurance Engagements (ISAE) 3402, Assurance Reports on Controls at a Service 
Organization, issued by the International Auditing and Assurance Standards Board. 

 

AWS continues to maintain the system and the control environment as described in the most recent SOC 
1 report. Our control environment in relation to the controls defined has not “materially” changed since 
that last report, and our control environment continues to be operated and monitored as documented. 
We are not aware of any material deficiencies in the control objectives stated in that report as of June 1, 
2021. We intend on continuing the operation of the controls and continue the publication of the SOC 1 
report, or equivalent, every 6 months. Our next report, covering April 1, 2021 to September 30, 2021, will 
be released in November 2021. 

 

AWS also publishes a Service Organization Controls 2 (SOC 2), Type 2 report, with the last report published 
covering the period of October 1, 2020 to March 31, 2021. The examination for this report was conducted 
in accordance with attestation standards established by the American Institute of Certified Public 
Accountants (AICPA), based on the criteria set forth in paragraph 1.26 of the AICPA Guide Reporting on 
Controls at a Service Organization Relevant to Security, Availability, Processing Integrity, Confidentiality, 
or Privacy (the description criteria) and the suitability of the design and operating effectiveness of controls 
described therein to meet the criteria for the Security, Availability, and Confidentiality principles set forth 
in the AICPA’s TSP section 100, Trust Services Principles and Criteria for Security, Availability, Processing 
Integrity, Confidentiality, and Privacy. 

 

AWS continues to maintain the system and the control environment as described in the most recent SOC 
2 report. Our control environment in relation to the controls defined has not “materially” changed since 
that last report, and our control environment continues to be operated and monitored as documented. 
We are not aware of any deficiencies in the criteria supporting the Security, Availability, and 
Confidentiality principles stated in that report as of June 1, 2021, and intend on continuing the operation 
of the controls and the publication of the SOC 2 report, or equivalent, every 6 months. Our next report, 
covering April 1, 2021 to September 30, 2021, will be released in November 2021. 

 
 

Sincerely, 
 

Chad Woolf 
Amazon Web Services 
VP, AWS Security 
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