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Introduction 

Clark College proposes the development of a Bachelor of Applied Science (BAS) degree in Cybersecurity 

to meet the high demand in the local area for qualified IT (information technology) workers with 

baccalaureate level training in cybersecurity skillsets. Graduates of this degree program may work as 

network and computer systems administrators, cyber security operations center analysts, information 

security analysts, or computer systems analysts.  

 

Although the field of cyber security is a new and fast emerging there are three Washington State SOC 

codes that correlate closely with the expected outcomes of the proposed BAS: 

 

 Information Security Analysts (SOC Code: 15-1122)  

 Network and Computer System Administrators (SOC Code: 15-1142) 

 Computer Systems Analyst (SOC Code: 15-1121) 

 

There is a strong student pipeline internally at Clark College for this proposed degree from our three 

longstanding Clark College IT focused AAT degrees:  

 

 Network Technology AAT: Students prepare for careers as network support technicians and 

network administrators with knowledge in Cisco, Microsoft, Linux, and Cloud networking 

technologies.  They install, configure and maintain data/ networks as well as diagnosing and 

resolving network problems. 

 

 Cisco Technology AAT: Students prepare for careers as network support technicians and 

network administrators with knowledge in advanced Cisco and Linux network technologies.  

They install, configure and maintain complex data/voice/video networks as well as diagnosing 

and resolving network problems. 

 

 Computer Support AAT: Students prepare for careers as computer support technicians and 

specialists who provide services and support for a company or organization. Support specialists 

install, configure and maintain hardware and software as well as diagnose, troubleshoot, and 

resolve computer-related problems. 

 

Also, within the local area there are several associate IT degrees that would become student feeders for 

this proposed BAS.  One of these, Mount Hood Community College in Gresham OR, is just 20 miles from 

Clark College and has focused their Associate degree specifically on Cyber Security.  Clark College has 

spoken to them about the proposed BAS and they have expressed their intent to work on an articulation 

for their students to have a smooth transition into this proposed BAS.   

 

The proposed BAS degree will provide graduates with a deep technical foundation in both cybersecurity 

and network management topics, such as: virtualization, cloud computing, mobile device management, 

storage area networks, information assurance, forensics, threat analysis, and vulnerability assessment. In 

addition to a strong technical foundation, graduates will have gained extensive experience working in 

teams, making presentations, and documenting the configuration of servers and networking equipment. 
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Program outcomes for this proposed BAS are in process now of being refined and are pending approvals 

internally this fall through a vetting of several committees before finalized outcomes are provided in the 

Program Proposal to be submitted to SBCTC later this fall.  We are sharing these preliminary outcomes 

for the proposed BAS, as follows: 

 

 Plan, implement, administer, and support appropriate information technologies and systems to 

help an organization achieve its goals and objectives. Information technologies and systems may 

include: servers, client computers, mobile devices, operating systems, network applications, local 

area networks, wide area networks, wireless networks, network segments, intranets, and cloud. 

 Analyze the security vulnerabilities of an organization’s information technology resources. 

 Plan and implement security measures and practices for an organization’s information 

technology resources. 

 Evaluate user needs, and then use those needs to plan the implementation of information 

technology systems that meet those needs. 

 Prepare for industry certification exams. 

 

Clark College proposes the development of a BAS degree in Cybersecurity for many reasons, including:  

 

 The proposed degree supports the role, mission, and program priorities of Clark College. 

 The proposed degree fully supports and advances the SBCTC mission study goals and the HECB 

policies and goals for higher education. 

 The proposed degree will help meet the regional demand for qualified IT workers with 

bachelor’s degrees. The current demand greatly exceeds the supply of qualified workers. 

 The proposed degree builds on the technical associate degree programs in Information 

Technology currently offered by Clark College. 

 The proposed degree will satisfy demand from students with technical associate degrees in IT 

from Clark College and other nearby community and technical colleges. 

 The proposed degree provides place-bound students with an educational path to a nearby, 

affordable, and high-quality applied baccalaureate degree.  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Criteria 1: Relationship to institutional role, mission, and program priorities.  

The proposed Bachelor of Applied Science degree in Cybersecurity (proposed BAS degree) reflects and 

supports the role, mission, and program priorities of Clark College.  

 

The proposed BAS in Cybersecurity provides a new avenue for students to continue their information 

technology education within the emerging field of cybersecurity, which will open additional employment 

opportunities at higher wages.  Paired with the opportunities for students we have seen an increase in 

employer demand for a workforce with a skillset in cybersecurity and the proposed BAS will be the first 

step in meeting this increasing demand. 

 

Clark College Associate level and also short-term certificate programs in IT fields have a strong and 

longstanding partnership with local industry within our service district and in the greater 

Portland/Vancouver areas.  Employers have been clear with us about their increasing need for cyber 

security skillsets.  That these skillsets need to be advanced and in addition to what we are already 

teaching at the Associate level. 

 

Institutional Role of Clark College  

Clark College is a two-year public college that offers degrees and certificates in academic and 

professional and technical programs, as well as courses in continuing education and basic skills to people 

within our service district.  The proposed BAS degree supports this role by increasing the number of 

professional/technical degrees offered by Clark College to individuals within its service area.  

 

Mission of Clark College  

This mission of Clark College is: “Clark College, in service to the community, guides individuals to 

achieve their educational and professional goals.” The proposed BAS degree advances Clark College’s 

mission by providing a high-quality applied baccalaureate degree that is in demand within Clark 

College’s service area.  

 

Program Priorities of Clark College  

One of Clark College’s core themes is Economic Vitality, “Facilitate student learning by providing 

programs, services, and conditions that improve the economic well-being of the students, college, and 

community.” As information technology becomes more complex, employers are demanding a more 

highly educated and skilled IT (information technology) workforce. Many Clark College graduates with 

AAT degrees in IT are finding a significant number of job opportunities closed to them because they do 

not have a bachelor’s degree. In response to the increasing employer demand for IT workers with 

bachelor’s degrees and the increasing student demand for bachelor’s degrees in IT, Clark College has 

chosen to pursue the proposed BAS degree at this time. The proposed BAS degree fully supports Clark 

College’s program priorities by offering a new educational pathway for terminal associate degree 

students to gain greater skills and obtain the applied baccalaureate degree required by many employers 

in the information technology industry.  
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Criteria 2: Support of the statewide strategic plans.  

The proposed Bachelor of Applied Science (BAS) degree in Cybersecurity (proposed BAS degree) fully 

supports and advances the SBCTC mission study goals and the WSAC policies and goals for higher 

education.  

 

SBCTC Mission Study Goals  

The Mission Study of the State Board for Community and Technical Colleges outlines the focus areas for 

the next 20 years for colleges within Washington.  Of those Mission directives, the proposed BAS in 

Cybersecurity directly addresses the following: 

 Serve more people, including groups who have been underserved in the past. 

 Close the statewide skills gap for technically trained workers. 

 Contribute more to the production of baccalaureate degrees. 

 

A BAS in Cybersecurity will provide an additional pathway to high wage jobs for place bound students 

in our region who have not previously had access to similar pathways.  The BAS will be the first 

Cybersecurity program, at the bachelor’s degree level, in the region and will provide technically trained 

workers that will fill the existing skills gap.  The addition of the proposed BAS will add to the 

baccalaureate degree options within our service district. 

 

The Washington State Board for Community and Technical Colleges (SBCTC) asserts that “our state’s 

most urgent need is to educate more people to higher levels of skill and knowledge. This is the only way 

we can hope to sustain a prosperous economy that will provide opportunities for all of us, and for our 

children.” The proposed BAS degree is a positive step toward meeting this goal. It provides future 

workers with a higher level of skill and knowledge than can could be obtained through associate level 

programs. Graduates will be able to use their advanced skill and knowledge to provide vital technology 

services for our region’s businesses, governmental agencies, and non-profit organizations.  

 

WSAC Policies and Goals: Strategic Master Plan  

The goal of the Washington Student Achievement Council (WSAC) 2008 Master Plan is to raise “the 

overall level of educational attainment among Washington’s younger citizens and under-educated adult 

workers.” To raise educational attainment, we must “help more people achieve degrees.” The proposed 

BAS degree supports and advances the WSAC goal of increasing the production of bachelor’s degrees.  

 

One of the long-standing objectives of Washington’s strategic plans for higher education is “producing 

more graduates in high-employment fields such as science, technology, engineering, and mathematics.” 

However, the WSAC notes that “there continues to be a shortage of graduates in the fields of science, 

technology, engineering, and mathematics.” The proposed BAS degree Cybersecurity will help fill the 

supply and demand gap for graduates in the technology field.  
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Criteria 3: Employer/community demand for graduates with baccalaureate level of education proposed 

in the program.  

The need for Cyber Security professionals is in-demand and that need is growing within the Clark 

College service area and within the combined Portland/Vancouver areas where Clark College is situated. 

As an occupation network and computer systems administrators with cyber security skillsets is expected 

to grow faster than average in both the short and long-term. The Bureau of Labor Statistics considers a 

bachelor’s degree the entry-level education requirement for cyber related occupations. 

 

The data explored in this section will demonstrate that employer and community demand for graduates 

with baccalaureate level training in cyber security skillsets  within Clark College’s service area exceeds 

the regional supply. The proposed Bachelor of Applied Science degree in Cybersecurity will help fill the 

gap between supply and demand.  

 

Clark College with the unanimous backing and support of the Network Technology industry advisory 

committee has explored and assessed current and projected employer demand for cyber security workers 

and the need for having baccalaureate level education. We have relied upon the results of an employer 

survey, an employer panel discussion, and an analysis of employment and occupational data. 

 

Employer Survey  

Clark College’s service area is home to many large and small businesses, governmental agencies, and 

nonprofit organizations. We also are in close proximity to Portland Oregon.  Major private employers 

who hire our graduates now include: Windstream, Zayo, Fisher Investments, and Legacy Health.  

 

Clark College conducted a survey of employers in the region to gain insight into their organizations 

educational preferences for their IT employees in regards to cyber security skillsets. The survey targeted 

businesses in the greater Vancouver WA and Portland OR areas with at least one cyber security related 

position within their organization. There were 38 survey respondents representing 35 employers. 

 

The growing demand for cybersecurity professionals within our local area was demonstrated by the 

responses to survey question six, “How many cybersecurity positions, if any, do you anticipate having 

open in the next 3 years?”  The response average showed a 200% growth from the number of cyber 

security related positions they have open today (survey question five). 

 

Cyber security is a new and rapidly emerging field so the availability of degrees specific to cyber skills 

have lagged behind industry needs and many employers simply can not currently find baccalaureate 

level applicants with the needed cyber security skillsets.   
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84% of survey respondents indicated that a bachelor’s degree was a preference for cybersecurity positions 

within their organization (survey question eight).  And with no available cyber security focused 

baccalaureate level degree in the area it is not surprising to see that 55% of respondents had difficulty 

finding baccalaureate level applicants for their open cyber security positions (survey question 9).  This 

proposed BAS would assist area organizations by providing a pipeline of qualified applicants to fill the 

many open positions in our area by providing a planned graduation rate of 20 students annually into the 

local area workforce for cyber security related positions.  

 

“I am for such a degree. I personally would like this option or to see more degrees like this at 

community colleges. There are a lot of people with the technical aptitude that cannot afford the 

bigger colleges and universities tuition's. Cybersecurity is one of the most growing positions in 

the IT arena.” – Survey Participant 

 

See Appendix A for complete employer survey results. 

 

 

Employer Panel Discussion 

We invited several local employers with cyber security positions in the greater Portland/Vancouver area 

to send a representative to an industry experts panel discussion we hosted around our Cyber Security 

BAS plans and what specific local employer needs are for the degree, employment demand, and cyber 

security skillsets. 

 

Asked if a baccalaureate level education would have the potential to provide enough skills acquisition for 

students to fill entry-level cyber-security jobs the panel participants overwhelmingly indicated a cyber 

security focused BAS was the appropriate level for entry-level employment in cyber security related 

positions:  

 

“Yes, a four-year degree will provide students with the necessary skills for entry-level positions 

in cyber security…” – Tom Stroben, FasTech Solutions. 

 

“…many companies expect a candidate to possess a four-year degree.” – Patterson Cake, 

Peacehealth 

 

See Appendix E for complete minutes of the employer panel discussion (November 2017). 

 

 

Traditional Labor Market Data 

Within the information technology industry, the gap between the projected annual supply and demand 

of qualified candidates for cyber related network and computer systems administrator jobs is staggering. 

It is clear that the level of educational attainment in Clark College’s service area must be raised to fill the 

substantial gap between the number of qualified candidates and the number of jobs to be filled.  

 

The Washington State Employment Security Department reports that, in Washington state the three SOC 

codes related to this proposed BAS degree are listed as being in demand.  And according to the Federal 

Bureau of Labor Statistics (BLS), “the typical level of education that most workers need to enter these 

three occupations is a baccalaureate degree along with additional training, experience, licenses or 

credentials.” 

 



Statement of Need – Clark College 

Approved by SBCTC and WSAC November 2010 Page 7 
Revised March 2014 
 

 Information Security Analysts (SOC Code: 15-1122) in 2016 had 2,387 positions within the state 

with a 3.6% growth rate from 2016-2026.  It is estimated there will be 941 position openings 

annually. (Updated 8/21/2018) 

 

 Network and Computer System Administrators (SOC Code: 15-1142) in 2016 had 9,485 positions 

within the state with a 2.5% growth rate from 2016-2026.  It is estimated there will be 3,451 

position openings annually. (Updated 8/21/2018) 

 

 Computer Systems Analyst (SOC Code: 15-1121) in 2016 had 18,760 positions within the state 

with a 2.9% growth rate from 2016-2026.  It is estimated there will be 6,855 position openings 

annually. (Updated 8/21/2018) 

 

 

Local Region 

 

Local data for Southwest Washington shows that local demand (Clark, Skamania, Klickitat Counties in 

Washington and Multnomah, Clackamas, and Washington Counties in Oregon) for the occupations 

related to the BAS degree is strong (data are from Emsi, updated 9/11/2018): 

 Computer Systems Analyst positions (SOC Code: 15-1121) are expected to increase 16%, from 

4653 in 2018 to 5,383 in 2028. 

 

 Information System Analyst positions (SOC Code: 15-1122) are expected to increase 31%, from 

848 in 2018 to 1109 in 2028. 

 

 Network and Computer System Administrators (SOC Code: 15-1142) are expected to increase 

14%, from 2,623 in 2018 to be 2,997 positions by 2028.  See Appendix B for complete Emsi 

occupational data for SOC 15-1142. 

 

We reached out to Maureen Majury, Director for the Washington State SBCTC Center of Excellence for 

Information and Computing Technology, who provided us an Emsi report on cyber related position 

openings within the five counties that comprise our service area.  The data showed 141 unique position 

openings related to cyber security within our region from September 2016 to October 2017 with 

Information Security Analysts as the highest openings of all positions in the report.  See Appendix C for 

complete Emsi job posting analytics for SW Washington. 

 

 

Changes in IT Industry Education Standards 

Historically, employers have hired new IT employees with a technical associate degree for many IT jobs. 

One reason for this has been that the skillsets are changing rapidly throughout many IT occupations and 

educational programs often are years behind the in-demand skills employers need.  Community colleges 

have always been in a good position to meet these changing needs. 

 

The rapid evolution of cyber security occupations requires that new skills must be added on top of the 

existing associates level trainings in network and computer administration.  The Bureau of Labor 

Statistics now states the education requirement for network and computer systems administrators as 

baccalaureate level.  The shortage of bachelor’s degree graduates in these cyber security related 

occupations is even greater than it appears because most computer science graduates lack skills in cyber 
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security and computer networking. These graduates would require significant additional education and 

training to be able to work in a cyber security related occupation. 

 

The proposed BAS degree will help meet the increased demand for workers with baccalaureate degrees 

that has been generated by the recent increased education requirements across the IT industry due to the 

addition of cyber security skillsets.  
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Regionally we are suffering from the old adage of the “chicken and the egg”.  Since we do not have any 

cyber security focused baccalaureate degrees in our area currently our employers are hesitant to ask for 

them as an employment requirement.  The employer survey results reflect that local employers want 

applicants with a cyber security focused baccalaureate degree, 73% of respondents (survey question 10) 

indicated a cyber security focused baccalaureate degree would be helpful to them in finding qualified 

applicants.   

 

By looking at current job postings in different regions we see where there are degree options available 

this shows up in the hiring requirements. A data search looking at the first five posting for “Cyber 

Security Analyst” at Glassdoor.com,: 

 

 New York City: three required a baccalaureate degree; one required BA or BS, one required BS. 

 Chicago: four required a baccalaureate degree; one required undergrad STEM degree. 

 San Francisco: one required baccalaureate degree, one required an unspecified degree in CS or 

Systems Engr; three required BS. 

 Seattle: two required baccalaureate degree, one required baccalaureate degree or equivalent 

experience; two had no educational requirement. 

 Portland: one required baccalaureate degree; one required BA or BS; two required baccalaureate 

degree or equivalent experience; one had no educational requirement. 

 Vancouver, WA (only three relevant positions found): three required baccalaureate degrees. 

 

The major metro areas with many local/regional baccalaureate degree granting institutions (NYC, CHI, 

SF) all required baccalaureate degrees.  This indicates that industry is likely to make a baccalaureate 

degree a requirement (rather than just a preference) if there is a sufficient pool of applicants who hold 

these degrees. 

 

 

Employer Demand Exceeds Regional Supply of Graduates  

 

Appendix F provides a complete Gap Rubric for the Southwest Washington-Portland metropolitan area.  

While demand is strong (as described above), the supply of baccalaureate-trained cybersecurity 

professionals is weak (See Criteria 5).  No cybersecurity-focused baccalaureate degree options exist in the 

Southwest Washington-Portland metropolitan area.  Washington State University-Vancouver offers 

bachelor’s degrees in Management Information Systems (MIS) and Computer Science (CS).  The WSU-

Vancouver MIS department offers no courses with cybersecurity (or related terms) in their descriptions.  

The CS department course list includes CS 425 Computer Forensics (not offered in 2018) and CS 427 

Computer Security (one section offered in Spring 2018).  CS 425 and CS 427 are both elective courses (not 

required) for the CS Bachelors degree.  Portland State University offers a bachelor’s degree in CS but 

offers no courses with cybersecurity related terms in their descriptions.  Thus, the supply of 

cybersecurity-focused, baccalaureate-prepared graduates in the Southwest Washington-Portland area is 

little to none.  
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Criteria 4: Applied baccalaureate program builds from existing professional and technical degree 

program offered by the institution.  

The proposed Bachelor of Applied Science degree in Cybersecurity (proposed BAS degree) builds upon 

the strong foundation of three stable and longstanding Clark College Information Technology AAT 

degrees. The proposed BAS will build upon the skills foundations of these associates degrees and provide 

a stepwise pathway for those students seeking a career path in cyber security.  A combination of 

academic and technical coursework that will prepare students for the most challenging aspects of the 

continuously changing cyber security IT work environment.  

 

There is a strong student pipeline internally at Clark College for this proposed degree.  Three 

longstanding Clark College IT focused AAT degrees will provide the primary student pipeline into this 

proposed BAS.  These three degrees are comprised within two operational departments at the college: 

Computer Technology Department, and Network Technology Department, as follows:  

 

Network Technology AAT: Students prepare for careers as network 

support technicians and network administrators with knowledge in 

Cisco, Microsoft, Linux, and Cloud networking technologies.  They 

install, configure and maintain data/ networks as well as diagnosing and 

resolving network problems. 

 

Cisco Technology AAT: Students prepare for careers as network support 

technicians and network administrators with knowledge in advanced 

Cisco and Linux network technologies.  They install, configure and 

maintain complex data/voice/video networks as well as diagnosing and 

resolving network problems. 

 

Computer Support AAT: Students prepare for careers as computer 

support technicians and specialists who provide services and support for 

a company or organization. Support specialists install, configure and 

maintain hardware and software as well as diagnose, troubleshoot, and 

resolve computer-related problems. 

 

Also, within the local area there are several associate IT degrees that 

would potentially become student feeders for this proposed BAS.  One of these, Mount Hood 

Community College in Gresham OR, 20 miles from Clark College, has focused their associate level degree 

specifically on cyber security.  Clark College has spoken to them about the proposed BAS plans and they 

have expressed their intent to work on an articulation pathway for their students to have a smooth 

transition into this proposed BAS.   

 

  

Academic Year 
# of 

Students 

Computer 

Technology   

2012-2013 147 

2013-2014 175 

2014-2015 153 

2015-2016 128 

2016-2017 113 

2017-2018 119 

Network 

Technology   

2012-2013 247 

2013-2014 187 

2014-2015 152 

2015-2016 162 

2016-2017 174 

2017-2018 173 
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The proposed BAS degree will provide graduates with a deep technical foundation in both cybersecurity 

and network management topics, such as: virtualization, cloud computing, mobile device management, 

storage area networks, information assurance, forensics, threat analysis, and vulnerability assessment. In 

addition to a strong technical foundation, graduates will have gained extensive experience working in 

teams, making presentations, and documenting the configuration of servers and networking equipment. 

 

 

Each of these associate degrees provides its graduates with foundational training in a broad range of 

networking, security, and computer systems administration topics. Graduates from these programs are 

well-prepared to enter the IT workforce in an entry level position. As education requirements have 

increased in the industry, however, it is vital that graduates from associate’s-level programs have a 

pathway to continue to the bachelor’s level, so they can obtain more advanced positions in the industry 

and earn a higher level of income. The proposed BAS degree in cybersecurity is a natural extension of 

Clark College’s associate degrees in network and computer technology. 
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Criteria 5: Student demand for program within service area. 

There is significant student demand for Clark College’s proposed Bachelor of Applied Science degree in 

Cybersecurity. 

 

The enrollment projections for the proposed BAS would use an open enrollment cohort model.  Initially a 

new cohort of twenty students would start annually each fall term for the first two years the program is 

offered.  It is estimated an overall attrition rate of 25%, represented by the reduced second year student 

enrollment numbers of fifteen students.  Then, beginning in year three a second annual student cohort 

would be added, offset by six-months from the first student cohort.  So, in effect by year four and beyond 

a new student cohort would start every six months.  The maximum expected student enrollment would 

reach seventy students enrolled annually. 

 

Student 

Cohort 

Year 

1 

Year 

2 

Year 

3 

Year 

4 

Year 

5 

1 20 15    

2  20 15   

3   20 15  

4   20 15  

5    20 15 

6    20 15 

7     20 

8     20 

Enrollment = 20 35 55 70 70 

 

Clark College Students Graduating with Technical Associates Degrees 

Students graduating from three IT related Clark College associate degree  

programs would be the main student pipeline for the proposed BAS.  

These three associate degrees comprise the Computer Technology and 

Network Technology departments at the college. 

 

Network Technology AAT: Students prepare for careers as network 

support technicians and network administrators with knowledge in 

Cisco, Microsoft, Linux, and Cloud networking technologies.  They 

install, configure and maintain data/ networks as well as diagnosing and 

resolving network problems. 

 

Cisco Technology AAT: Students prepare for careers as network support 

technicians and network administrators with knowledge in advanced 

Cisco and Linux network technologies.  They install, configure and 

maintain complex data/voice/video networks as well as diagnosing and 

resolving network problems. 

 

Computer Support AAT: Students prepare for careers as computer 

support technicians and specialists who provide services and support for 

a company or organization. Support specialists install, configure and maintain hardware and 

software as well as diagnose, troubleshoot, and resolve computer-related problems. 

Academic Year 
# of 

Students 

Computer 

Technology   

2012-2013 147 

2013-2014 175 

2014-2015 153 

2015-2016 128 

2016-2017 113 

2017-2018 119 

Network 

Technology   

2012-2013 247 

2013-2014 187 

2014-2015 152 

2015-2016 162 

2016-2017 174 

2017-2018 173 
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Students Graduating with Technical Associates Degrees in the Region  

Clark College has longstanding relationships with its neighboring community and technical colleges and 

has begun conversations with several of them towards developing pathways that would their students to 

seamlessly transition into this proposed BAS degree.  

 

Within the local area there are several associate IT degrees that would potentially become student feeders 

for this proposed BAS.  One of these, Mount Hood Community College in Gresham OR, 20 miles from 

Clark College, has focused their associate level degree specifically on cyber security.  Clark College has 

spoken to them about the proposed BAS plans and they have expressed their intent to work on an 

articulation pathway for their students to have a smooth transition into this proposed BAS.   

 

Emsi data for other colleges besides Clark College within the six Washington counties that comprise our 

service area and also the greater Portland OR area (looking at all award levels: certificate, associate, 

bachelor) showed three related CIP codes (occupational programs) with 93 student completions in 2016.  

Those 2016 completions came from just three colleges, as follws: 

 

Institution Location Completions CIP Code Award Level 

Portland Community College Portland, OR 30 11.1001 Associate 

Mt. Hood Community College Gresham, OR 23 11.1003 Certificate 

Mt. Hood Community College Gresham, OR 19 11.1003 Associate 

Mt. Hood Community College Gresham, OR 3 11.0101 Associate 

Charter College Vancouver, WA 18 11.1003 Certificate 

 

The same Emsi data set shows the historical student completions for our area by CIP code: 

 

Historical Student Completions for Area  

CIP Code Program 2012 2013 2014 2015 2016 

11.1003 Computer and Information 

Systems Security/Information 

Assurance 

45 50 73 103 60 

11.1001 Network and System 

Administration/Administrator 

40 50 36 41 30 

11.0101 Computer and Information 

Sciences, General 

50 10 124 16 3 

Total Annual Student Completions = 135 110 233 160 93 

 

The Emsi data above shows there is no competition to our proposed BAS within our area, and a good 

potential for strong student feeders from the handful of associate level programs within our area.   
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Other Baccalaureate Degrees within the Region  

The proposed BAS degree will help to satisfy the unmet student demand for cyber security focused 

baccalaureate degrees in the Clark College service area. There are no cyber security focused baccalaureate 

degree programs offered within the Clark College service district or the greater Portland OR / Vancouver 

WA area.   Other baccalaureate degree granting institutions, mainly Portland State University and 

Washington State University Vancouver, have MIS (Management Information Systems) and CS 

(Computer Science) degrees.  They are not applied skills degrees and also do not have a focus on cyber 

security.  Looking at the course descriptions for the WSUV MIS degree there is not a single course which 

even mentions cyber security within the course descriptions. 

 

Students with technical associate degrees within our area face roadblocks and limited enrollment 

opportunities in our service area for baccalaureate level training. Transfer students have little choice in 

the baccalaureate degree offerings within our area, primarily traditional MIS and CIS degrees.  Students 

have no pathway currently from the associate degrees in IT to baccalaureate level degrees.  Their 

transcripts are evaluated on a course- by-course basis, and typically they may lack the math and 

programming requirements needed to enter an MIS or CIS baccalaureate program with junior standing.  

 

For example, Washington State University Vancouver (WSUV) is the “incumbent” university within our 

service area and WSUV restricts transfer credit to a maximum of just 15 credits of professional/technical 

courses, so many of our students transferring in with a technical associate degree may be deemed to have 

completed only about one year or less of the baccalaureate level programs there. 

 

The tuition cost for Washington State University Vancouver’s Bachelor of Science in Information 

Technology and Systems program is much higher than the tuition cost for students in an applied 

baccalaureate degree program at a state community college.  And, a traditional MIS or CIS degree does 

not provide significant upper-division technical IT content that builds on prior knowledge and skills 

acquired at the associate’s level, it does not meet the needs of students seeking to advance their technical 

skills in preparation for entering the workforce as cyber security professionals.  

 

None of the traditional and baccalaureate degree programs in Information Technology within the Clark 

College service area and also the Portland OR area are ideal for students who want to gain employment 

as cyber security professionals. Clark College’s proposed BAS in Cybersecurity will offer students the 

additional technical depth, academic rigor, and training in soft skills required by local-area employers. 

While building upon their prior coursework and integrating those skillsets into the BAS curriculum. 
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Student Interest Survey 

Clark College conducted a student survey in June 2018 to determine internal student interest in the 

proposed BAS.  This survey was distributed electronically by email only to students within the three 

associate degrees identified as a pipeline for the proposed BAS. 

 

Of the 49 responses 89% of survey respondents were either interested or extremely interested when 

asked, “if a Bachelor of Applied Science (BAS) degree in Cyber Security was offered at Clark College, 

how likely would you be to enroll?”  And 76% preferred courses offered in the evening or hybrid (some 

online and some in person courses). 

 

When asked to identify the reasons they would pursue a Cyber Security BAS at Clark College 81% of our 

students wanted to add to their current job skills. While 76% of students wanted to earn a baccalaureate 

degree. And over 50% cited the lower cost of a baccalaureate degree through Clark College verses a 

university. 

 

“Cyber Security is actually the field I am interested in. I couldn't find a Cyber Security program 

in this area that qualifies for the schooling program I am currently in, so I chose to go into 

Computer Networking with the intention of later pursuing Cyber Security. Clark would 

definitely be my first choice for schooling.” – Student Survey Response 

 

See Appendix D for complete Student Interest Survey Results   
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Criteria 6: Efforts to maximize state resources to serve place-bound students.  

The proposed Bachelor of Applied Science degree in Cybersecurity (proposed BAS degree) will provide 

place-bound students in the Clark College service area access to a nearby, affordable, relevant, and high-

quality applied baccalaureate degree program focused on cyber security skillsets.  

 

There are a substantial number of place-bound students in the Clark College service area.  There are very 

limited baccalaureate degree options within our service area, and no cyber security focused baccalaureate 

degree options. 

 

Designed for Working Adults 

The proposed BAS will be a “two nights a week” evening program, utilizing hybrid courses and some 

online courses. Students will only physically travel to Clark College for classes two evening a week: 

typically, students would have either a T/Th or M/W schedule.  Many courses utilize extensive hands-on 

learning where students apply what they learn through lab work.  An advanced technology lab will be 

open for drop in use by students six days a week, typically from 8am – 9pm.  Additionally, many of the 

advanced technology lab assets are made available to students remotely over the Internet allowing them 

to accomplish many of the labs from their own homes or work eliminating the need to make additional 

trips to the college. 

 

Clark College’s proposed BAS degree is a superior option for place-bound students in its service area 

because it offers:    

 Extensive stepwise lower- and upper-division technical, academic, and soft skills content. 

 Ease of transferability of previously earned technical associate degrees, resulting in the shortest 

possible time (2 years) to baccalaureate degree completion. 

 Lowest tuition costs available. 

 Convenient location near main freeways and good accessibility by public transportation. 

 Extensive student services for veterans, first generation and low income students, and students 

with disabilities. 

 

Clark College will ensure that the proposed BAS degree has a selection and admission process consistent 

with an open-door institution. Clark College has developed the degree’s curriculum to allow students 

with any one of most associate level IT degrees eligibility and aligned pathway into the proposed BAS. 

 

 

Collaboration with Academic Partners 

Clark College has engaged with several regional and statewide entities with regards to our proposed 

BAS. 

 

The Washington SBCTC Center for Excellence for Information and Computing Technology was contacted 

by Dean Howard from Clark College who conferred with Maureen Majury, CoE Director, about the 

proposed BAS and shared with her the Statement of Need document for review.  Ms. Majury provided 

some suggestions around the data within the Statement of Need document, she provided an Emsi data 

set report, and also a list of other cyber security focused BAS degrees within the state. 
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Green River College has been working with Clark College for many years now on the proposed BAS.  

Professor Hughes from Clark College has regularly conferred with professor Alan Carter from Green 

River College about the proposed BAS.  As early as 2010 these two professors were discussing the 

industry needs for a cyber security related baccalaureate degree.  Professor Hughes from Clark College 

served as an outside reviewer for the Green River BAS in Network Administration and Security.  And 

subsequently the two schools explored Green River College expanding their BAS to use Clark College as 

a satellite campus location.  Now in the present professor Carter from Green River College has been 

engaged with advising and supporting the efforts of Clark College with regard to the development of 

their proposed BAS.   

 

Clark College is a member of Cyber Watch West.  The center is dedicated to cyber security education in 

the western United States.  Center director Corrine Sande from Whatcom Community College has been 

engaged with Clark College in that capacity.  Clark College is developing their cyber security 

baccalaureate degree coursework to align with the NICE (Natiional Initialtive for Cybersecurity 

Education) Cybersecurity Workforce Framework, which defines the needed skillsets. 

 

Mount Hood Community College in Gresham OR, 20 miles from Clark College, has focused their 

associate degree specifically on cyber security making it a good alignment with our proposed BAS.  

Professor Hughes from Clark College has spoken to them about the proposed BAS and they have 

expressed their intent to work with him on an articulation for their students to have a smooth transition 

into this proposed BAS.   

 

Clark College Vice President of Instruction, Dr. Sachi Horback, has had conversations regarding possible 

collaboration and potential graduate degree pathways with Washington State University Vancouver Vice 

Chancellor of Academic Affairs, Dr. Renny Christopher.  Those discussions are ongoing 

 

Washington State University Vancouver has baccalaureate degrees in the more traditional computer 

science fields of  CS and MIS.  Professor Hughes from Clark College has conferred with Dr. Michael 

Curry, an Assistant Clinical Professor of MIS for the Carson College of Business within WSUV about the 

proposed BAS and shared with him the Statement of Need document for his input.  Dr. Curry expressed 

that he would need to take more time for a thoughtful look over of the proposal and would provide his 

comments sometime in October 2018. His initial impression from a cursory read of the proposal was that 

he feared the proposed BAS would negatively impact his MIS degree enrollments there at WSUV.  

Professors Hughes and Curry will continue to work together throughout the development of the 

proposed BAS degree and explore opportunities for collaboration. 

 

Washington State University Vice Provost for Undergraduate Education, Dr. Mary Wack, has been 

contacted by Clark College Associate Director for Instructional Programming & Innovation, Cathy 

Sherick, who provided her with the Stastement of Need and general information around the proposed 

BAS. 

 

 

Collaboration with Local Employers  

The Clark College Network Technology department has been successfully collaborating with local 

employers for many years. The Clark College Network Technology Advisory Committee is robust, active, 

and includes representatives from many local and regional businesses. The advisory committee meets 

several times a year to discuss courses, degrees, skill sets, and ongoing changes in the IT field. The input 
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from this committee ensures that Clark College continues to teach the relevant skills in demand by 

today’s employers.  

 

For some time, the Clark College Network Technology Advisory Committee has discussed the increasing 

educational requirements for new IT hires, and specifically that many employers now require a 

bachelor’s degree for entry into the workplace. At the fall 2017 meeting, the advisory committee voted 

unanimously to recommend that Clark College develop a baccalaureate degree in Cybersecurity to meet 

the growing local employer demand for this skillset. The primary reason driving the advisory 

committee’s decision to support the creation of this degree was the widely-acknowledged shortage of 

potential employees with a baccalaureate level training who have the knowledge, skills, and abilities to 

go to work as a cyber security professional in enterprise environments.  

 

Unique Aspects of the Proposed BAS Degree  

Clark College’s proposed BAS degree has many unique aspects that set it apart:  

 Strong Technical Content: The proposed BAS degree will have significant stepwise upper-

division technical coursework in computer systems and network administration, server 

administration and cybersecurity topics. With input from its Network Technology Advisory 

Committee, Clark College ensures that its curriculum is vital, relevant, and meets employer 

needs.    

 Exceptional Faculty: All full-time faculty in the Clark College Network Technology department 

have master’s degrees, and extensive industry experience. In addition, many full- time and part-

time Network Technology faculty maintain industry certifications from Microsoft, Cisco, and 

CompTIA. This combination of education, work experience, and industry certifications uniquely 

qualifies Clark College faculty to offer its students superior education and training on state-of-the 

art technologies.    

 Extensive IT Program Resources: The Clark College Network Technology program is committed 

to maintaining extensive hardware, software, classroom, and industry association resources to 

facilitate hands-on learning of each of the topics included in the proposed BAS degree program. 

Hardware and software resources include Cisco routers and switches, multiple virtualization 

servers capable of hosting hundreds of virtual machines, and new desktop computers in the 

Network Technology classrooms. The Clark College Network Technology department maintains 

current industry group memberships in the Microsoft IT Academy, CompTIA Education to 

Careers (E2C), Red Hat, VMware, EMC, and Cisco Networking Academy.    

 Testing Centers for Industry Certifications: Clark College maintains Pearson VUE testing center 

to enable students to pursue industry certifications relating to the course work they have 

completed in the classroom.    

 Student Run PC Repair Center: Clark College student staffed PC repair shop on the main 

campus provides hands-on technical and work experience for students beyond what is available 

in the classroom. The repair shop provides free services to the campus and community.    

 Hands-on Learning: Students use a variety of hardware and software in their classes to give 

them hands-on experience with current technologies.    

 Critical Thinking: Problem-solving and critical thinking are emphasized throughout the 

curriculum to enable students to plan, implement, and troubleshoot various hardware and 

software solutions in simulated real-world environments.  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 Soft Skills: Teamwork, communications, and presentation skills are integrated into the 

curriculum to help students master these difficult skills that are in high demand in the IT 

workforce.    

 Strong Links to Industry: Many Clark College Network Technology courses are taught by 

instructors who currently work in the IT industry. These instructors ensure that students are 

exposed to current industry best practices, technologies, and standards.    

 Extensive Student Services: Clark College students have access to many high-quality student 

services, including: library, veteran’s services, and student support services for first generation 

and/or economically disadvantaged students and students with disabilities.    

 Campus Services for Place-Bound Students: Clark College recognizes the challenges faced by 

place-bound students, who, due to family, work, or economic reasons are not able to travel or 

move to another area to obtain their education. Clark College goes to great lengths to help 

students succeed and provides numerous resources including a child care facility, extensive 

financial aid, links to public transportation, counseling, and classes at convenient times for 

working students.  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Conclusion  

Clark College proposes the development of a Bachelor of Applied Science BAS degree in Cybersecurity.  

 

The proposed BAS degree:  

 Supports the role, mission, and program priorities of Clark College.    

 Supports and advances the SBCTC mission goals and the WSAC policies and goals for higher 

education.    

 Will help meet the regional demand for qualified IT workers with baccalaureate degrees focused 

on cyber security skillsets.    

 Will be the only baccalaureate degree option focused on cyber security anywhere within the 

greater Southwest Washington and the Portland OR areas. 

 Is a natural extension of the existing AAT degrees in Information Technology currently offered 

by Clark College.    

 Will satisfy demand from students with technical associate degrees in IT from Clark College and 

other nearby community and technical colleges.    

 Provides place-bound students with an educational path to a nearby, affordable, and high-quality 

applied baccalaureate degree focused on cyber security.  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Employer Survey Results – Location Information for Survey Respondants 

Orgnaization  Address 

Phillips Lighting  

Northern Illuminations                              17400 SW 

Upper Boones Ferry Road, Portland, OR 97224 

Unioffice Consultant (no local physical location)  

Avamere Health Services 

801 SE Park Crest Avenue,          Vancouver, WA 

98683 

SEH America 

4111 NE 112th Avenue,                 Vancouver, WA 

98682 

Evergreen Public Schools 

13501 NE 28th Street,                    Vancouver, WA 

98682 

Core Health and Fitness 

4400 NE 77th Avenue,                   Vancouver, WA 

98662 

Battle Ground Public Schools 

11104 NE 149th Street,                           Brush Prairie, 

WA 98606 

Federal Railroad Administration 

500 Broadway, Suite 240,             Vancouver, WA 

98660 

Conmet 

5701 SE Columbia Way,               Vancouver, WA 

98661 

ProCirrus Technologies 

9330 NE Vancouver Mall Drive, Suite 100, 

Vancouver, WA 98662  

Care and Repair Couldn't find any information 

Clark Public Utilities 

8600 NE 117th Avenue,                 Vancouver, WA 

98662 

Lifeline Connections  

1601 E 4th Plain Blvd., Bldg. 17, Suite A212, 

Vancouver, WA 98661 

Intel 

6397 NE Evergreen Pkwy,                Hillsboro, OR 

97124 

ESCO Corporation 

2141 NW 25th Avenue,                  Vancouver, WA 

98660 

Contractor (Daimler)  

4747 N Channel Avenue,                   Portland, OR 

97217 

Cambia Health Solutions 

100 SW Market Street,                       Portland, OR 

97201 

Windstream 

4380 SW Macadam Avenue #295,   Portland, OR 

97239 

Conmet Duplicate 
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Structured Communications Systems, Inc.  

12901 SE 97th Avenue #400,      Clackamas, OR 

97015 

Large Camas Private Employer ??? 

Clark Public Utilities 

1200 Fort Vancouver Way,            Vancouver, WA 

98663  

Murraysmith 

888 SW 5th Avenue #1170,               Portland, OR 

97204 

Proactive Network Technologies, Inc.  

713 NE 4th Avenue,                              Camas, WA 

98607 

Milestone Retirement Communities  

105, 201 NE Park Plaza Drive,     Vancouver, WA 

98684 

Avamere Health Services 

25115 SW Parkway Avenue B,      Wilsonville, OR 

97070 

Learning.com 

1620 SW Taylor Street #100,            Portland, OR 

97205 

Sterling Communications 

14945 SW Sequoia Pkwy,                 Portland, OR 

97224 

Ontario Systems 

3300 NE 77th Avenue #100,         Vancouver, WA 

98662 

On Line Support, Inc.  

11802 NE 65th Street #101,          Vancouver, WA 

98662 

Windstream Duplicate (only one location)  

Earthlink (now Windstream)  

3000 Columbia House Blvd #106, Vancouver, WA 

98661 

Allstream 

6058 NE 78th Court,                           Portland, OR 

97218 

University of Western States 

2900 NE 132nd Avenue,                    Portland, OR 

97230 

The Columbian Publishing Company 

701 West 8th Street,                       Vancouver, WA 

98660 

CDW 

10900 NE 8th Street, Suite 1660,     Bellevue, WA 

98004 

McCoy Freightliner 

9622 NE Vancouver Way,                  Portland, OR 

97211 

Atmosera 

9705 SW Sunshine Court,              Beaverton, OR 

97005 
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Appendix B – Emsi Data Set Q2 2018 occupation data SOC 15-1142, SW Washington 
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Occupation Overview  
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April 2018  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Clark College  

 

  
 

1933 Fort Vancouver Way 

Vancouver, Washington 98663  
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 Emsi Q2 2018 Data Set | www.economicmodeling.com 2 

Parameters  

 

 

Occupations  

 

Code Description 

15-1142 Network and Computer Systems Administrators 

  

 

 

Regions  

 

Code Description 

41005 Clackamas County, OR 

41051 Multnomah County, OR 

41067 Washington County, OR 

53011 Clark County, WA 

53039 Klickitat County, WA 

53059 Skamania County, WA 

  

 

 

Timeframe  

 

-  
 

 

Datarun  

 

2018.2 – QCEW Employees  
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 Network and Computer Systems Administrators in 6 county area  

Network and Computer Systems Administrators (SOC 15-1142):Install, configure, and support an 

organization’s local area network (LAN), wide area network (WAN), and Internet systems or a segment of a 

network system. Monitor network to ensure network availability to all system users and may perform necessary 

maintenance to support network availability. May monitor and test Web site performance to ensure Web sites 

operate correctly and without interruption. May assist in network modeling, analysis, planning, and coordination 

between network and data communications hardware and software. May supervise computer user support 

specialists and computer network support specialists. May administer network security measures. Excludes 

“Information Security Analysts”(15-1122), “Computer User Support Specialists” (15-1151), and “Computer 

Network Support Specialists” (15-1152). 

Sample of Reported Job Titles: Wide Area Network Administrator (WAN Administrator)Server 

AdministratorNetwork ManagerNetwork CoordinatorLocal Area Network Administrator (LAN 

Administrator)Telecommunications AnalystTechnical Support SpecialistTechnical SpecialistSystems 

OperatorSystems Administrator 

Related O*NET Occupation: Network and Computer Systems Administrators (15-1142.00)
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Occupation Summary for Network and Computer Systems 

Administrators  

2,480 19.8% $37.61/hr 

Jobs (2017) % Change (2017-2027) Median Hourly Earnings 

17% below National average Nation: 11.8% Nation: $38.32/hr 
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Growth for Network and Computer Systems Administrators (15-1142) 

2,480 2,971 491 19.8% 

2017 Jobs 2027 Jobs Change (2017-2027) % Change (2017-2027) 
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Percentile Earnings for Network and Computer Systems 

Administrators (15-1142) 

$30.52/hr $37.61/hr $46.46/hr 

25th Percentile Earnings Median Earnings 75th Percentile Earnings 
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Regional Trends 

 

 

 
Region 2017 Jobs 2027 Jobs Change % Change 

!  Region 2,480 2,971 491 19.8% 

!  WA State 9,403 11,242 1,839 19.6% 

!  service region 391 494 103 26.3% 

!  SWWA WDA 434 544 110 25.3% 

!  Nation 383,289 428,574 45,285 11.8% 
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Regional Breakdown  

 

 

  

 

County 2027 Jobs 

Multnomah County, OR 1,279 

Washington County, OR 867 

Clark County, WA 477 

Clackamas County, OR 330 

Klickitat County, WA 14 
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Job Postings Summary 

5,397 5 : 1 

Unique Postings (Jan 2017 - Feb 2018) Posting Intensity (Jan 2017 - Feb 2018) 

26,863 Total Postings 
Regional Average: 7 : 1

 
There were 26,863 total job postings for your selection from January 2017 to February 2018, of which 5,397 

were unique. These numbers give us a Posting Intensity of 5-to-1, meaning that for every 5 postings there is 1 

unique job posting.This is lower than the Posting Intensity for all other occupations and companies in the region 

(7-to-1), indicating that they may not be trying as hard to hire for this position.
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Job Postings vs. Hires 

386 110 

Avg. Monthly Postings (Jan 2017 - Feb 2018) Avg. Monthly Hires (Jan 2017 - Feb 2018) 

 

Occupation 
Avg Monthly Postings (Jan 2017 - 

Feb 2018) 
Avg Monthly Hires (Jan 2017 - 

Feb 2018) 

Network and Computer Systems 

Administrators 
386 110 



Appendix B – Emsi Data Set Q2 2018 occupation data SOC 15-1142, SW Washington 

Approved by SBCTC and WSAC November 2010 Page 44 
Revised March 2014 
 

 

 

 

 

 Emsi Q2 2018 Data Set | www.economicmodeling.com 11 

Occupation Gender Breakdown 

 

 

 
Gender 2017 Jobs 2017 Percent 

 

 

!  Males 2,003 80.7%  

!  Females 478 19.3%  
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Occupation Age Breakdown 

 

 

 
Age 2017 Jobs 2017 Percent 

 

 

!  14-18 4 0.2%  

!  19-24 87 3.5%  

!  25-34 703 28.4%  

!  35-44 811 32.7%  

!  45-54 562 22.6%  

!  55-64 276 11.1%  

!  65+ 38 1.5%  
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Occupation Race/Ethnicity Breakdown 

 

 

 
Race/Ethnicity 2017 Jobs 2017 Percent 

 

 

!  White 2,007 80.9%  

!  Asian 227 9.2%  

!  Hispanic or Latino 123 5.0%  

!  Two or More Races 65 2.6%  

!  Black or African American 44 1.8%  

!  American Indian or Alaska Native 9 0.4%  

!  Native Hawaiian or Other Pacific Islander 6 0.2%  
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National Educational Attainment 

 

 

 
Education Level 2017 Percent 

 

 

!  Less than high school diploma 0.4%  

!  High school diploma or equivalent 7.2%  

!  Some college, no degree 23.3%  

!  Associate's degree 15.1%  

!  Bachelor's degree 40.7%  

!  Master's degree 12.0%  

!  Doctoral or professional degree 1.2%  
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Occupational Programs  

3 93 203 

Programs (2016) Completions (2016) Openings (2016) 

CIP Code Program Completions (2016) 

11.1003 
Computer and Information Systems 

Security/Information Assurance 
60 

11.1001 
Network and System 

Administration/Administrator 
30 

11.0101 Computer and Information Sciences, General 3 
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Industries Employing Network and Computer Systems Administrators 

Industry 

Occupation 

Jobs in 

Industry 

(2017) 

% of 

Occupation 

in Industry 

(2017) 

% of Total 

Jobs in 

Industry 

(2017) 

Corporate, Subsidiary, and Regional Managing Offices 324 13.1% 0.8% 

Computer Systems Design Services 171 6.9% 2.4% 

Custom Computer Programming Services 139 5.6% 2.4% 

Local Government, Excluding Education and Hospitals 88 3.6% 0.2% 

Wired Telecommunications Carriers 86 3.5% 2.1% 
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Appendix A - Data Sources and 

Calculations  

 

 

Location Quotient 

Location quotient (LQ) is a way of quantifying how concentrated a particular industry, cluster, occupation, or 

demographic group is in a region as compared to the nation. It can reveal what makes a particular region unique 

in comparison to the national average.  
 

 

Occupation Data 

Emsi occupation employment data are based on final Emsi industry data and final Emsi staffing patterns. Wage 

estimates are based on Occupational Employment Statistics (QCEW and Non-QCEW Employees classes of 

worker) and the American Community Survey (Self-Employed and Extended Proprietors). Occupational wage 

estimates also affected by county-level Emsi earnings by industry.  
 

 

CareerBuilder/Emsi Job Postings 

Job postings are collected from various sources and processed/enriched by Careerbuilder to provide information 

such as standardized company name, occupation, skills, and geography. Emsi performs additional filtering and 

processing to improve compatibility with Emsi data.  
 

 

Institution Data 

The institution data in this report is taken directly from the national IPEDS database published by the U.S. 

Department of Education's National Center for Education Statistics.  
 

 

State Data Sources 

This report uses state data from the following agencies: Oregon Employment Department, Oregon Labor Market 

Information System; Washington State Employment Security Department, Labor Market and Economic Analysis 

Branch  
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2 Gain skills for future business opportunities 5/24/2018 4:23 PM

3 This program is a perfect fit for me. I am incredibly excited to see where it goes. 5/24/2018 9:45 AM

5 / 9

Clark College Baccalaureate of Applied Sciences Degree in Cyber Security Alumni & Current Students Survey
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Q5 Please provide any questions or comments you have regarding a new
Bachelor of Applied Science (BAS) degree in Cyber Security.

Answered: 13 Skipped: 34

# RESPONSES DATE

1 Cyber Security is actually the field I am interested in. I couldn't find a Cyber Security program in

this area that qualifies for the schooling program I am currently in, so I chose to go into Computer

Networking with the intention of later pursuing Cyber Security. Clark would definitely be my first

choice for schooling.

5/28/2018 2:13 PM

2 I am currently an NTEC student(AAT Network Tech), which classes would transfer between the

AAT and the BAS?

5/24/2018 7:40 PM

3 How closely is the material related to the Network Technologies degree, and what credits are

transferable? What certifications does the course offer? (CEH, CISSP)

5/24/2018 4:23 PM

4 Main thing I would wonder would be feasibility of doing the BAS here instead of transferring to a 4

year university and getting it there instead. Like quality, how good a BAS would look from a

community college as opposed to one from a university like WSU or something along those lines.

5/24/2018 11:31 AM

5 When would the program be available to pursue? 5/24/2018 10:56 AM

6 Their are two Questions; What Math do I need to enter Cyber Security. As well are their any other

classes I need to take before I start the program a year from now. I do have a Cisco AA degree

from Clark.

5/24/2018 9:58 AM

7 I really enjoy taking classes that prep me for industry certifications. Would there be more classes in

this new program that would have that type of curriculum?

5/24/2018 9:48 AM

8 I believe it would be a great addition to the curriculum at Clark. Employers are requiring more than

just Associates Degrees these days, so the program would be a breath of fresh air for those

seeking to meet these requirements

5/24/2018 9:47 AM

9 Is there going to be a cyber response portion? I would like to see how a cyber response team acts

on an incoming threat.

5/24/2018 9:45 AM

10 I have heard rumors about this degree being in the works for some time now and I am very happy

to see it moving forward. Few colleges in the area offer courses in this field and having one nearby

would be a great opportunity.

5/24/2018 9:45 AM

11 What is the soonest it will be It be implemented? I am in the network tech aat as wel well as using

voc rehab and would like to roll right into it. Also, what classes should I take now that will be

necessary for the program? Thanks.

5/24/2018 9:43 AM

12 Really excited to see this program go live! 5/24/2018 9:38 AM

13 Not exactly a question but I would also be interested in other Bachelor degrees in the networking

and IT fields at Clark college as well.

5/24/2018 9:34 AM

6 / 9

Clark College Baccalaureate of Applied Sciences Degree in Cyber Security Alumni & Current Students Survey
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MINUTES 
 
PANEL:   Cyber Security Experts Panel 
 
DATE:  November 15, 2017 
 
TIME: 5:30-7:00 PM 
 
PRESENTER:   Dwight Hughes, Clark College. 
 
PANELISTS: Tom Strobehn, Fastech Solutions; Dustin Nikora, Conmet; Ben Cecka, Clark College; Francois Caen, Cisco; Patterson Cake, PeaceHealth; 
George DeCarlo, Woobox.  
 
 

 QUESTION DISCUSSION 

1. Introduction The purpose of this panel is to explore the potential of offering a cyber-security bachelor’s 
degree at Clark College, building on the existing associate’s degree. 

2. What are potential job titles 
that would include cyber-
security roles as job 
responsibilities? 

Tom: It is difficult to define specific job titles because all employees need to have an 
understanding of security. It is equally important for entry-level employees as it is for upper 
management. Most breaches occur at higher levels. Smaller companies do not necessarily 
have dedicated security staff, making each employee responsible for playing a role in security.  
Dustin: Security administrator.  
Ben: Network specialist, Windows specialist, information security officer. Everyone in the 
organization must be aware of and share responsibility for security. Everyone in IT has to have 
some knowledge of security.  
Francois: All employees must have knowledge of security.  
Patterson: Security engineer.  
George: Three primary roles are customer support, network access, and developers. 
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3. Which cyber-related 
responsibilities, tasks, and skills 
would be required in these job 
titles or roles? 

Tom: Monitoring log files and the ability to interpret these files, an understanding of phishing, 
the ability to interpret information from clients, and customer service. Students need to be 
strong in PowerShell. 
Dustin: Audits, firewall techs, and troubleshooting methodology. Problem-solving skills are 
essential-students can be trained in technical skills, but they must know how to and be 
comfortable with solving problems. 
Ben: Hard skills, such as automation scripting and filtering large amounts of data. Soft skills 
such as problem solving and customer service because the whole organization will benefit. 
Francois: Policy should include basic scripting skills. Students should take Python 101 or 
something similar. Security ops should include firewall and a strong foundation in networking.  
Patterson: Valuable skills include the ability to effectively prioritize, especially at entry-level. 
Basic functionality of operating systems, strong networking fundamentals, and scripting. There 
is a significant increase in attacks through PowerShell. 
George: A graduate should be able to do everything on the PCI checklist. They should have an 
understanding of how attacks work from the other side.  

4. Are there industry certifications 
that are essential to these job 
titles or roles? 

Tom: Yes. At least a CompTIA.  
Dustin: SANS GSEC. However, due to the changing nature of the industry, essential 
certifications may change in the future. 
Ben: CompTIA, Certified Ethical Hacker (CEH), CISSP. 
Francois: Cisco.  
Patterson: CCNA, Security Plus, GIAC, CompTIA. 
George: Could a bachelor’s degree include components of these certifications rather than 
having students graduate with specific certifications? 

5. Which prerequisite skills would 
a candidate need to possess for 
these job titles or roles? 

Tom: PowerShell, mathematics, CCNA classes, security courses of increasing levels. 
Ben: CCNA, routing. 
Francois: Basics of scripting. The necessary skills will depend on the student. A young student 
may already be familiar with desktop and basic skills; an older worker trying to translate 
existing skills may not have as many computer skills.  
Patterson: OS, desktop, Windows 7, 10, Linux. Network Plus. Network services. Web 
technologies. OS/Windows—not only a familiarity with using these systems but perceiving 
active threats. It is necessary to have above basic user skills. 
George: Web app. 

6. What trends do you see that 
indicate the specific cyber-
security skills that will be 
needed in the next five years? 

Tom: Programming. Programs that will help entry-level security professionals do their job.  
Dustin: Programming. Vulnerabilities that need to be watched for and protected against.  
Francois: Automation. Things are changing—complexities and demand are increasing. 
Patterson: PowerShell, automation, cloud security.  
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George: Fewer skills will be needed. Today, older software is being used that requires a lot of 
work on the part of the employee. In the future, newer software, such as artificial intelligence, 
will make the job easier by doing the work for them. However, it will continue to be critical to 
understand how the software works and how to use it. 

7. Will a 4-year bachelor’s degree 
have the potential to provide 
enough skills acquisition for 
students to fill entry-level cyber-
security jobs? 

Current research shows that a two-year program is not enough to provide the depth of skills 
necessary.  
Tom: Yes, a four-year degree will provide students with the necessary skills for entry-level 
positions in cyber security. The only way to rise is through work experience and further 
education. 
Dustin: Yes, entry-level. 
Francois: Yes, today students can graduate with a CCNA certification, work for two years, 
acquire skills on the job, are paid, and then progress into security. Would a bachelor’s offer 
the same, but with less income and less work experience? However, if students graduating 
with an associate’s degree are not able to find work without a bachelor’s degree, it sounds like 
offering the degree would meet the community’s need. 
    Question: What will the degree path look like?  
    Answer: It will build on the existing two-year program. Students who already have an 
associate’s degree could come back and take the remaining credits needed. 
Patterson: The current trend is to hire someone with a two-year degree in related studies, 
who possesses a solid understanding of the industry. They would definitely be considered for 
an entry-level position. However, many companies expect a candidate to possess a four-year 
degree.  
Many students desire a four-year degree in this field, but have not pursued it because it is not 
an option that is offered in the community. They can obtain a four-year degree in computer 
science or business management, but not in IT. They find that after graduating, they are 
hitting the glass ceiling if they do not possess a four-year degree.  
George: Cyber security needs will only increase. Yes.  
    Question from the audience: Will there be an internship component? 
     Answer: Yes, there is already an internship component in the existing program. 
Francois: Has seen personal benefits from participating in an internship program. 
    An audience member commented that they have personally experienced difficulty finding 
employment without a bachelor’s degree. They had to demonstrate the skills gained through 
internships and outside experience.  
Tom: Many government contracts require a technician with a four-year degree to be onsite. 
 

8. What challenges might students 
face as they graduate and begin 
searching for their first job? 

Tom: A lack of experience and lack of customer service skills. Could the new program include 
mock interviews? Interviewing skills are very important. An interpersonal communication class 
should be mandatory in the program. 
George: Soft skills are essential. 
Dustin: More qualified candidates that did not possess the soft skills have been passed over in 
favor of less-qualified candidates who did.  
Francois: It will be important to emphasize professionalism. For example, a professional 
appearance is very important. 
Patterson: Students need to have a sense of responsibility towards the sensitivity and 
confidentiality of the data they will be handling.  
George: The program should incorporate problem-solving ability—not just reading books or 
completing assignments, but really developing skills to not only solve existing problems, but 
prevent future ones as well. CCNP is a certification that Clark should look at. 
 

9. Questions? For the panel:  Is there a trend besides cyber security or a subset of IT skills that should be 
focused on?  
Patterson: The only department that will be growing in the near future will be cyber security. 
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Appendix F - Applied Baccalaureate Degree Supply/Demand Gap Rubric for Colleges 

The goal of this rubric is to help you build a program that will meet the needs of your community. We 

have given you options about the information you can use to support the need for your new program. 

Also, the guidelines for estimating the supply/demand gap are similar to the ones we use for other 

program applications.  We hope this makes the rubric more familiar to you.  If not, contact Joyce 

Hammer at jhammer@sbctc.edu for further information. 

The application needs to show the information below for program approval: 

 employers demand* the level of technical training proposed within the program, 
making it cost-effective for students to seek the degree;  

 lead to high wage-earning jobs; and 

 the proposed program fills a gap in options available for students because it is not 
offered by a public four-year institution of higher education in the college's 
geographic area. 

 

College Name:  Clark College 

Program Name: Cybersecurity  

Select one: Existing Occupation ☐  or Emerging Occupation ☒  

If local demand/supply information is available for the specified degree program and target 

occupation(s),** 

mailto:jhammer@sbctc.edu
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For demand: Provide 

local/regional demand data 

for the targeted occupation 

job title(s) from traditional 

labor market data, industry 

data, trade association data, 

or other transactional data. 

(Provide absolute numbers, 

not just percentages)  

Emsi occupational data for Southwest Washington for the Network 

and Computer System Administrators (SOC 15-1142) occupation 

shows there were 2,480 positions in our area for this occupation in 

2017 and estimated to be 2,971 positions by 2027, an overall increase 

of 14%. 

 

Emsi job posting analytics for SW Washington from September 2016 

to October 2017 showed 141 unique position openings related to 

cybersecurity within our region with the highest number (80 of the 

141 position openings) for Information Security Analysts (SOC 15-

122).  

 

The Washington State Employment Security Department reports that, 

in Washington state the three SOC codes related to this proposed BAS 

degree are listed as being in demand.  And according to the Federal 

Bureau of Labor Statistics (BLS), “the typical level of education that 

most workers need to enter these three occupations is a 

baccalaureate degree along with additional training, experience, 

licenses or credentials.” 

 Computer Systems Analyst positions (SOC Code: 15-1121) are 
expected to increase 16%, from 4653 in 2018 to 5,383 in 2028 
(updated 9/11/2018). 

 Information System Analyst positions (SOC Code: 15-1122) 
are expected to increase 31%, from 848 in 2018 to 1109 in 
2028 (updated 9/11/2018). 

 Network and Computer System Administrators (SOC Code: 
15-1142) are expected to increase 14%, from 2,623 in 2018 to 
be 2,997 positions by 2028. See Appendix B for complete 
Emsi occupational data for SOC 15-1142 (updated 
9/11/2018). 
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For supply gap: Provide data 

on the number of programs 

and the number of annual 

program graduates for all 

four-year colleges that supply 

your region. Is the number of 

current annual graduates 

insufficient to meet current 

and projected demand? (The 

result of demand minus 

supply). 

Clark College would be the only baccalaureate level educational 

program with a focus on cybersecurity anywhere in Southwest 

Washington and also anywhere throughout the larger Portland 

OR/Vancouver WA areas.  We anticipate graduating 20 students 

annually from this proposed BAS. 

 

Mt. Hood Community College in Gresham OR is the only other school 

offering a cybersecurity related degree.  Their degree is at the 

associate level and we have had discussions with them for articulating 

their degree to our proposed BAS so their students have a pathway to 

a local baccalaureate level option. 

 

Other schools in our area offering IT related degrees include: 

 Charter College 

 Mt Hood Community College (associates IT related) 

 Portland Community College (associates IT related) 

 Portland State University (baccalaureate CS) 

 Pioneer Pacific College (associates IT related) 

 University of Phoenix-Oregon (associates IT related) 

 Washington State University-Vancouver (baccalaureate 
MIS, CS) 

OR, if demand information is not available or it is a new/emerging/changing occupation, ** 

For demand: Provide 

employer survey results for 

local demand for the targeted 

occupation job title(s) to 

support the demand and 

education level for the 

program. Survey requirements 

are listed below. 

See Appendix A for complete employer survey results. 

 

84% of survey respondents indicated that a bachelor’s degree was a 

preference for cybersecurity positions within their organization 

(survey question eight). 

 

And with no available cybersecurity focused baccalaureate level 

degree in the area it is not surprising to see that 55% of respondents 

had difficulty finding baccalaureate level applicants for their open 

cybersecurity positions (survey question 9). 
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For supply gap: Provide 

employer survey results for 

local supply for the targeted 

occupation job title(s) to 

support that there is a gap in 

the number of qualified 

applicants available to fill jobs. 

Survey requirements are listed 

below. 

The growing demand for cybersecurity professionals within our local 

area was demonstrated by the responses to survey question six, 

“How many cybersecurity positions, if any, do you anticipate having 

open in the next 3 years?”  The response average showed a 200% 

growth from the number of cybersecurity related positions they have 

open today (survey question five).  The average open positions 

currently per employer was 1, and 3.25 openings average at each 

employer within 3 years. 

 

OR, if based on a statutory or accreditation requirement, ** 

Select one: Statutory Requirement☐  or Accreditation Requirement ☐ 

For demand: Provide labor 

market information on the 

current education 

requirements for the job, 

including evidence of recent 

openings for requiring or 

preferring bachelor’s degrees 

or above. Cite the statute or 

certifying body, your 

proposed program is based 

upon that has specified a 

bachelor’s or above in the 

field is needed. 

NA 

For supply gap: Provide 

employer survey results for 

local supply for the targeted 

occupation job title(s) to 

support that there is a gap or 

that employers anticipate a 

gap in the number of qualified 

applicants that will be 

available to fill jobs with the 

new requirements. Survey 

requirements are listed below. 

NA 
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* Demand is defined by state law as “an occupation with a substantial number of current or projected 

employment opportunities.” 

**Applications may include information related to more than one option (i.e., labor market data to 

support the local demand for the occupation and a local employer survey to support that there is a gap 

in the number of qualified applicants available to fill jobs).   

Survey Requirements: 

To verify/support supply demand your survey should include at least 25 individual employer responses. 

If there are not 25 employers in the area, you should cover the employers who comprise at least 75% of 

the identified employment base. Provide a copy of the survey with the aggregated results as an 

appendix. The survey must address the following general questions (you may edit the wording to suit 

your survey): 

(1) Do you have anticipated demand for application job title(s)?  (If this is a new or emerging 
job title, include a brief description of specific job duties.) 

(2) If there is demand, how many positions do you currently have open?  How many do you 
anticipate having open in the next 3 years? 

(3) Is a bachelor’s degree a requirement or preference for this position?  Requirement: Y or N  
Preference: Y or N 

(4) Do you have difficulty finding Bachelor’s degree level applicants for this position? (If yes- 
explain) 

(5) Will the proposed program assist you in finding qualified applicants to fill the 
position(s)?  

 


